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## **1. Overview**

This section provides an overview of the testing approach used to verify the software product.

### **1.1 Test Objectives**

We have to make sure our code works as expected without any issues, and is helpful for the user to perform tasks seamlessly. We are doing performance testing, feature testing, acceptance testing, unit testing, api testing, integration testing.

Sprint 1:

Feature Testing: Login/Sign up feature along with Google Sign in

Component Testing: Login, Sign up. Database, Security components

API Testing: Login , Signup

Integration Testing: Testing by integrating react components with api endpoints

White box testing: Database, API Testing

Black box testing: Testing login, sign up features with Google sign in.

### **1.2 Test Environment**

Our test environment is using google chrome as browser client. We are using Heroku as our hosting service. A machine with atleast 4 GB of ram with processor atleast Pentium 4 is required for this testing. We are also using POSTMAN to do API testing.

### **1.3 Test Personnel**

| Akshay Venkatesh Murthy | API Testing, White box testing, database testing |
| --- | --- |
| Griffin Wall | Integration testing, Front end testing |
| Stephen Smith | Front end Testing, API Testing, |
| Indu Bhanu Venkata Pothineni | API Testing, White box testing, database testing, Component Testing. |

### **1.4 Acceptance Criteria**

Sprint 1:

* The user should be able to click a button to log in, either logging in using their email or google, and their username, email, password, first name, last name, and provider should be stored.
* The user should also be able to sign up for an account, using their first name, last name, email, username, and password.
* The user should not be able to enter an invalid email, and the user should not be able to log in before signing up.
* The user should be directed back to the home page after logging in.
* The user should be able to see appropriate error messages during conditions of wrong entry of credentials in input fields.

### 

### 

### 

### **1.5 Noted Omissions**

Currently no omissions

## **2. Test Cases**

The test cases are the partitioning of the verification of the software into manageable sections. Often these sections correspond to the set of active use case scenarios, but can be organized as the test developer sees fit. Test cases should be in place to cover all of the software verification methods. Even non-execution based testing methods (i.e., inspection/analysis) may be detailed here. The intent is for the test case procedures to provide a repeatable verification of the software specification.

For each test case describe the following:

| Number | Name | Description | Initial conditions | Input Data | Specifications | Procedure |
| --- | --- | --- | --- | --- | --- | --- |
| T-S01-01 | Test home page | To test the successful load of the home page on starting of the application | Successful running front end and backend components | None | P565T31-5 | * Launch hodophilia app. * Test if the app launches successfully and has a login link on the home page |
| T-S01-02 | Test user signup and valid entries for user sign up | To Test if the user is able to sign up with valid entries | The user must be present in the sign up page , which is linked from the login page. | Valid email and password of minimum 6-max 40 characters,  First Name  Last Name | P565T31-7 | * Launch Hodophilia app * Test if the app successfully launches. * Click on login * Click on Sign up * Enter the input data mentioned. * Check if the user signed up successfully. |
| T-S01-03  T-S01-04 | Test user login | Test if the user is able to login through his signed up credentials | The user must be present on the login page | Valid signed up credentials such as, email and password | P565T31-7 | * Launch Hodophilia app * Test if the app successfully launches. * Click on login * Click on Sign up * Enter the input data mentioned. * Check if the user signed up successfully. * Route to sign in link at the bottom * Enter input data * Check if the user is able to sign in successfully |
| T-S01-05 | Test unsuccessful user login | Test if the user is unable to login through wrong credentials | The user must be present on the login page | Invalid email, wrong password,  Non-signed up email and password | P565T31-7  P565T31-10 | * Launch hodophilia app * Click on login * Enter a invalid email and password combination * Check for unsuccessful login * Enter valid email but a wrong password and check for unsuccessful login * Enter valid email and valid password which is not signed up. Check for message that , user not found. |
| T-S01-06 | Test login through google sign in | Test if the user is able to login through google | The user must be present on the login page | Valid google account | P565T31-15 | * Launch hodophilia app * Click on login * Click on Continue with google * Enter valid google credentials * Check if the user is successfully logged in |
| T-S01-07 | Test if the password is encrypted and stored in the DB | Test if the user’s password is stored securely using encryption | The user must be present on the login page and login with valid credentials  Postgres server set up | Valid signed up email and password |  | * Launch hodophilia app * Click on login * Enter valid credentials * Launch postgres server and enter into the DB to check for user entry and encrypted password |

You may represent this information as a table, or simply list it.

**NOTE:** If you are using the rigorous process, the Specifications described above are already captured in the RVM and may be omitted from this document

## **Revision History**

| **Revision** | **Date** | **Change Description** |
| --- | --- | --- |
| v1 | 10/04/2022 | Sprint 1 test plan update with Login/Sign up feature |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |